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Warszawa, dnia 4 grudnia 2025 .

Opinia Zwigzku Cyfrowa Polska do
Strategii Cyfryzacji Panstwa

Zwigzek Cyfrowa Polska, reprezentujgcy podmioty sektora cyfrowego i nhowoczesnych technologii w Polsce,
przedstawia niniejsze stanowisko w ramach konsultacji publicznych projektu Strategii Cyfryzacji Panstwa,
dokumentu o fundamentalnym znaczeniu dla kierunkéw rozwoju cyfrowego Polski do roku 2035. Skala wyzwan
stojacych przed panstwem, gospodarka i spoteczenstwem - w szczegdélnosci w kontekscie transformacji ustug
publicznych, rosnacych ryzyk cyberbezpieczenstwa oraz dynamicznego rozwoju sztucznej inteligencji i chmury
obliczeniowej - wymaga, aby Strategia byta spdjnym, ponadsektorowym planem dziatan, wzmacniajgcym
zaréwno konkurencyjnosé kraju, jak i jego odpornosé.

Z uznaniem odnotowujemy ambicje dokumentu oraz jego prébe kompleksowego ujecia kluczowych obszaréw
cyfryzacji. Jednoczesnie, w naszej ocenie, Strategia powinna zostaé¢ doprecyzowana tak, by lepigj
odzwierciedlata realia rynku technologicznego, zapewniata skuteczne mechanizmy wdrozeniowe oraz
jednoznacznie wzmacniata fundamenty nowoczesnego panstwa cyfrowego, a takze praktyczne podejscie do
budowania odpornosci i bezpieczenstwa w wymiarze cywilnym i pafistwowym (dual-use).

Przedstawione uwagi i rekomendacje koncentrujg sie na elementach niezbednych dla skutecznej realizacji
celow Strategii, w tym w szczegoélnosci:

e wtasciwym rozumieniu suwerennosci cyfrowej jako swobody wyboru i mozliwosci zmiany technologii
oraz dostawcow, a nie izolacji od globalnych rozwigzan;

e usprawnieniu mechanizmoéw zakupowych i wdrozeniowych w sektorze publicznym (w tym w obszarze
chmury obliczeniowej), tak aby administracja mogta szybciej i efektywniej dostarczac¢ ustugi cyfrowe;

e wzmocnhieniu architektury bezpieczenstwa i odpornosci (m.in. cyberbezpieczenstwo, odpornosé na
zagrozenia kwantowe, sieci 5G, bezpieczenstwo infrastruktury i danych);

e uporzadkowaniu ekosystemu tozsamosci cyfrowej i podpisu elektronicznego, ze szczegdlnym
uwzglednieniem roli kwalifikowanego podpisu i kwalifikowanej walidacji w ograniczaniu naduzy¢

i fraudow.
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Naszym celem jest wsparcie procesu konsultacyjnego poprzez przedstawienie propozycji zmian, ktére zwieksza
wykonalnosé Strategii, wzmocnig jej spoéjnos¢ z ramami UE oraz przyczynia sie do osiggniecia mierzalnych
efektow: poprawy jakosci ustug publicznych, wzrostu innowacyjnosci i produktywnosci gospodarki oraz
trwatego podniesienia poziomu bezpieczenstwa i odpornosci panstwa w srodowisku cyfrowym.

1. Suwerennos$¢ cyfrowa - definicja, rola globalnych dostawcoéw i otwartego rynku
1.1. Szeroka, nieprotekcjonistyczna definicja

Nie zgadzamy sie z ujeciem suwerennosci cyfrowej, ktére sugeruje koniecznos¢ uniezalezniania sie od
»hajwiekszych globalnych graczy” poprzez przenoszenie catego stosu technologicznego do Europy.

Proponujemy, aby Strategia:

e definiowata suwerennosé¢ technologiczng jako zdolnos$é panstwa (lub UE) do autonomicznego
ksztattowania rozwoju w domenie cyfrowej oraz korzystania z technologii zgodnie z wtasnymi
wartos$ciami i interesami, bez utozsamiania jej z izolacjonizmem czy zamykaniem sie na globalne
rozwigzania;

e ktadta nacisk nawolnosé wyboru, interoperacyjnosc i przenaszalnosé danych, tak, aby administracja
i sektor publiczny mogli swobodnie wybieraé, taczy¢ i zmienia¢ dostawcoéw technologii, bez
nadmiernego ryzyka vendor lock-in.

To wtasnie wolnosé technologicznego wyboru powinna by¢ fundamentem suwerennosci cyfrowe;j.
1.2. Wktad globalnych firm technologicznych w gospodarke

Strategia wspomina, ze , najwieksze globalne firmy technologiczne (...) musza uczciwie kontrybuowac do
rozwoju panstwa, rowniez w obszarze podatkowym?”, co moze sugerowag, ze dzis tego nie robia.

Podkreslamy, ze:
e gospodarka cyfrowa w Polsce to ok. 10% PKB i ok. 1,5 mln miejsc pracy

e w relacji CIT/przychdd firmy technologiczne nie odbiegaja od innych branz, a zatrudniajgc wysoko
wykwalifikowanych specjalistdw znaczgco zasilajg budzety (PIT, sktadki ZUS, VAT przez konsumpcje);

¢ miedzynarodowe firmy technologiczne budujg ekosystem lokalnych dostawcoéw i partneréw oraz oferujg
szerokie programy szkoleniowe (czesto bezptatne) dla uczelni, administracji i biznesu;

e dlawielu MSP reklama online i narzedzia chmurowe sg kluczowe, by konkurowaé z wiekszymi markami.
Ok. 40% polskich firm wskazuje reklame online jako narzedzie wyréwnujace szanse.

Strategia powinna ten wktad uczciwie odnotowaé, a nie sugerowaé¢ domyslne naduzycia podatkowe.
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1.3. Suwerennos$é a wspoétpraca miedzynarodowa

W obszarze cyberbezpieczenstwa i kryptografii popieramy wzmacnianie lokalnych kompetenciji i rozwiazan,
ale:

e przestrzegamy przed wasko pojmowanag, protekcjonistyczna suwerennoscia, ktéra moze podnosié
koszty, obniza¢ bezpieczenstwo i spowalnia¢ innowacje;

e postulujemy aktywny udziat Polski w europejskich i globalnych procesach standaryzacji kryptografii
(w tym postkwantowej), w Scistej synchronizacji z inicjatywami Komisji Europejskiej, tak, aby polskie
rozwigzania byty zgodne z najlepszymi praktykami miedzynarodowymi, a nie tworzyty barier
regulacyjnych;

e podkreslamy koniecznos$¢ scistej wspotpracy w ramach UE i NATO jako warunku utrzymania przewagi
technologicznej wobec zagrozen ze strony Rosji, panstw trzecich i ich stref wptywow.

1.4. Zaméwienia publiczne a promowanie ,,polskich / unijnych” dostawcéw

Postulaty, aby w postepowaniach zakupowych ICT ,promowacé polskich i unijnych dostawcéw”, w brzmieniu
zbyt ogélnym moga by¢:

e potencjalnie sprzeczne z prawem UE (ryzyko dyskryminacji),
e szkodliwe dla konkurencyjnosci i jakosci rozwigzan.
Rekomendujemy:

e oprze¢ sie na Cloud Sovereignty Framework Komisji Europejskiej — definiujac konkretne wymagania
techniczne i bezpieczenstwa, a nie kryteria terytorialne;

e promowac¢ otwarte standardy, interoperacyjnosé, przenaszalnosé¢ danych i multi-cloud, zamiast
sztywnego preferowania okreslonej narodowosci dostawcy.

2. Analiza SWOT - uzupetnienie czesci,,Gospodarka cyfrowa”
W czesci SWOT ,,Gospodarka cyfrowa” proponujemy dopisaé w ,,Stabych stronach”:

h) Bariery zwigzane z brakiem skonstruowanego mechanizmu generowania popytu na komercyjne
rozwigzania IT przez sektor publiczny.

i) Skomplikowany proces zamowien publicznych, ograniczajgcy udziat matych i $rednich firm IT
w przetargach.

To dobrze oddaje realne utrudnienia we wspétpracy MSP z administracja.
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3. Cyberbezpieczenstwo i infrastruktura krytyczna
3.1. Wzmochnienie systemu cyberbezpieczenstwa

Strategia trafnie zaktada rozwadj dojrzatego krajowego systemu cyberbezpieczenstwa, security by design, privacy
by design i ethics by design. Postulujemy, aby:

e wzmocni¢ merytorycznie dziatania  Ministerstwa  Cyfryzacji oraz  Petnomocnika ds.
Cyberbezpieczenstwa, w tym poprzez inicjowanie warsztatéw z branza i ekspertami dla wdrozenia
tych zasad w praktyce (standardy, wytyczne, dobre praktyki).

3.2. Odizolowane centra przetwarzania danych

W czesci dotyczacej Krajowego Centrum Przetwarzania Danych (KCPD), obejmujgcego trzy nowoczesne
centra, rekomendujemy doprecyzowag, ze:

e centrate powinny by¢ fizycznie i logicznie odizolowane od innych systemow,

e powinny dysponowaé¢ wtasng, odrebng infrastrukturg tacznosci (m.in. wydzielone swiattowody,
mechanizmy izolacji, w przysztosci zabezpieczenia kwantowe),

e ich architektura ma z zatozenia zapewnia¢ ciggtos¢ dziatania w warunkach kryzysowych (w tym
zaktécen GNSS).

3.3. Odpornosé¢ na zagrozenia kwantowe
Strategia sygnalizuje rozwdj kryptografii kwantowej i postkwantowej. Proponujemy:

e rozszerzy¢ podejscie z poziomu tylko zaplecza naukowego na praktyczne wdrazanie dostepnych
komercyjnych rozwiazan (m.in. zabezpieczenia swiattowodowe i satelitarne),

e traktowa¢ KCPD i inne krytyczne wezty jako pilotazowe pola do zastosowania
post-quantum/quantum-safe rozwigzan,

e zorganizowac warsztaty w MC poswiecone praktycznej odpornosci na zagrozenia kwantowe, z udziatem
operatoréow, dostawcéw technologii i Srodowiska naukowego.

3.4. Prywatne i dedykowane sieci 5G
Pozytywnie oceniamy uwzglednienie prywatnych i samorzagdowych sieci 5G. Proponujemy, aby Strategia:

e wyraznie podkreslita potrzebe koordynacji rozwoju takich sieci miedzy sektorami: publicznym,
prywatnym i obronnym,

e uwzglednita zarzadzanie widmem radiowym (spectrum) w czasie pokoju i na wypadek wojny, we
wspotpracy z UKE oraz WBZC,
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e przewidziata programy pilotazowe i centra technologiczne 5G, finansowane m.in. ze $rodkéw
publicznych, obnizajace prég wejscia dla firm i budujace lokalne ekosystemy innowac;ji (use-cases
przemystowe, miejskie, logistyczne).

3.5. Bezpieczne sieci optyczne - Passive Optical LAN

Dokument nie wspomina o Passive Optical LAN, ktére jest kluczowe dla:
e petnego cyberbezpieczenstwa wewnatrz budynkéw,
* niskiego zuzycia energii i materiatéw (zréwnowazony rozwoj).

Rekomendujemy dopisanie Passive Optical LAN jako preferowanej architektury LAN w nowych
i modernizowanych obiektach administracji oraz infrastruktury krytyczne;j.

3.6. U-Spaceiregulacje dla ,,niskiego powietrza”

Strategia nie odnosi sie do U-Space i regulacji dla niskiego putapu przestrzeni powietrznej (drony, pojazdy
bezzatogowe). Proponujemy:

e dodac¢ zapisy dotyczace budowy ram regulacyjnych i infrastruktury cyfrowej dla zarzgdzania ruchem
drondéw (U-Space),

e powigzad ten obszar z rozwojem sieci 5G/6G, sensorow, systemow lokalizacji i nadzoru.
3.7. Zintegrowana Swiadomos$¢ sytuacyjna (sensing)

Postulujemy ujecie w Strategii potrzeby budowy zintegrowanego systemu swiadomosci sytuacyjnej, opartego
na:

e integracji radaréw, sensorow akustycznych, fiber sensingu, a w przysztosci funkcji sensingu sieci
5G/6G,

e wykorzystaniu sieci telekomunikacyjnych do korekcji zaktécern GNSS (GPS itd.) poprzez rozwigzania
typu Mission Critical Synchronization and Time,

e wdrozenia tych rozwigzan w sektorach energetyki, broadcastu, stuzb granicznych, infrastruktury
krytycznej.

4. Cyfrowa tozsamos$¢ i podpis elektroniczny (rozdziat 2.4)

Doceniamy dazenie do budowy Europejskiego Portfela Tozsamosci Cyfrowej (EUDI) z darmowym
kwalifikowanym podpisem elektronicznym dla uzytku nieprofesjonalnego oraz utatwienie sktadania zdalnych
podpiséw we wszystkich ustugach publicznych.
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Zwracamy jednak uwage, ze:

Strategia przewiduje, ze obywatel bedzie mégt uzywac trzech rodzajow podpiséw: kwalifikowanego,
osobistego i zaufanego,

rownolegle istnieje w Polsce wiele sektorowych ,,narzedzi podpisowych”, co generuje ztozonosé
i koszty.

Postulujemy:

1.

Przeprowadzenie kompleksowej inwentaryzacji istniejgcych mechanizmow podpisu
i uwierzytelniania w administracji.

Skarb Panstwa nie powinien utrzymywaé trzech réwnolegtych systeméw podpiséw, skoro
kwalifikowany podpis elektroniczny:

e nie ma ograniczen formalnoprawnych,
e jestwazny w ustugach publicznych i prywatnych w catej UE,
e moze by¢ udostepniany obywatelowi w EUDI jako narzedzie powszechne.

Przy projektowaniu ustug publicznych dazy¢ do tego, by obywatel nie musiat w ogole wybierac¢ rodzaju
podpisu. Mechanizmy podpisu powinny by¢ ,zaszyte” w procesie, a system sam dobiera¢ wtasciwe
rozwigzanie.

Wraz z petnym wdrozeniem EUDI i powszechnego kwalifikowanego podpisu nalezy rozwazyé docelowe
wycofanie sie Panstwa z innych rodzajow podpisow elektronicznych, ktére majg lokalne czy
formalne ograniczenia.

4.1. Walidacja (weryfikacja) podpiséw - kluczowa dla cyberbezpieczenstwa

Szczegoblnie podkreslamy role kwalifikowanych ustug walidacji:

obecnie tylko kwalifikowany podpis elektroniczny jest automatycznie weryfikowany na zgodnosé
z eIDAS w kwalifikowanych ustugach walidacji;

tylko dla kwalifikowanego podpisu mozna automatycznie potwierdzi¢ poprawnos$¢ i status prawny
podpisu (w catej UE);

ekosystem kwalifikowanego podpisu i kwalifikowanej walidacji to element jednolitego rynku ustug
zaufania UE.

W warunkach rosnacej liczby fraudéw zwigzanych z dokumentami:

ustuga walidacji staje sie krytycznym elementem ochrony cyberbezpieczenstwa,
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e Strategia powinna jednoznacznie wzmacniaé i promowac¢ kwalifikowana walidacje jako obowiazkowy
element proceséw akceptacji i archiwizacji podpisanych dokumentéw w administrac;ji.

5. Chmura obliczeniowa, WIIP, ZUCH, ,,Cloud First” i ambasady danych
5.1. Obraz rynku chmury i ,nierownowaga” sit

Strategia sugeruje, ze dominacja komercyjnych ustug chmurowych przez globalnych dostawcdéw tworzy ,,istotng
nierownowage” na niekorzy$¢ pojedynczych instytucji publicznych.

Zwracamy uwage, ze:

e wg danych Gartner mniej niz 15% globalnych wydatkéw IT dotyczy chmury, a ok. 70% workloadéw IT
nadal jest on-premises. Rynek jest zréznicowany, z silng konkurencja i spadajacymi cenami;

e wspotczesni dostawcy chmury oferujg zaawansowane mechanizmy suwerennosci i bezpieczenstwa:
e kontrole lokalizacji danych (rezydencja danych),
e domyslne szyfrowanie danych w spoczynku, w tranzycie i w uzyciu,
e ztozone polityki dostepu i zgodnosci (RODO itp.),
e kontrole ustug VPC i mechanizmy zapobiegania eksfiltracji danych.

»Nierdwnowaga” wynika raczej z opéznien technologicznych administracji i braku nowoczesnych
mechanizmow zakupowych niz z samej obecnosci globalnych dostawcow.

5.2. Rzadowa chmura vs. chmura publiczna - rola WIIP i SCCO
Strategia akcentuje Rzgdowg Chmure Obliczeniowa. Podkreslamy, ze:

e juz dzi§ Wspodlna Infrastruktura Informatyczna Panstwa (WIIP) oraz Standardy
Cyberbezpieczeristwa Chmur Obliczeniowych (SCCO) umozliwiajg sektorowi publicznemu
korzystanie zchmury publicznej,

e w praktyce globalni dostawcy chmury obstugujg najbardziej wymagajgce sektory regulowane
i krytyczne (zdrowie, bankowos¢, sektor obronny, energetyka) na swiecie,

e Strategia powinna jasno wskazywag, ze rzgdowa chmura i chmury komercyjne sg komplementarne,
a nie konkurencyjne, i ze panstwo swiadomie korzysta z obu filaréw.
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5.3. Mechanizmy zakupowe - reforma ZUCH

W odpowiedzi na diagnoze wysokich kosztéw proceséw IT i powolnej implementacji e-ustug apelujemy
o stworzenie skutecznego mechanizmu zakupowego dla rozwigzan chmurowych:

e System Zapewnienia Ustug Chmurowych (ZUCH) w obecnej formie nie spetnit swojej roli, co
potwierdzita NIK,

e brak sprawnego mechanizmu zakupowego utrudnia rozwdoj rynku dostawcéw IT dla administracji, w tym
udziat polskich MSP, ktére majg trudno$é z przebiciem sie przez Prawo zaméwien publicznych w
kazdym urzedzie osobno.

Proponujemy:

1. Reforme lub zastgpienie ZUCH mechanizmem wzorowanym na brytyjskim G-Cloud - szeregu umoéw
ramowych + marketplace dla ustug chmurowych:

e w UK program G-Cloud umozliwit zawarcie tysiecy kontraktéw z ponad 5000 dostawcéw (ponad
90% z nich to MSP), o tagcznej wartosci ok. 11,5 mld funtéw, z czego ok. 4 mld trafito do MSP;

2. Uproszczenie procedur zakupowych, zwiekszenie katalogu ustug dostepnych na platformie oraz
dostosowanie mechanizméw rozliczen do modeli ,,pay-as-you-go” i innych modeli chmury publicznej.

Dodatkowo wskazujemy na potencjalng niespojnosé w Strategii miedzy celem b) (umowy ramowe), a celem
c) (reforma ZUCH); warto doprecyzowad, ktora $ciezka beda biegty zakupy i dla jakich typéw ustug.

5.4. Polityka ,,Cloud First” na poziomie ustawowym
Rekomendujemy przyjecie holistycznej polityki ,,Cloud First”:
* napoziomie ustawy, a nie tylko uchwaty WIIP,

e jako zasady, ze administracja publiczna w pierwszej kolejnosci ocenia chmure publiczng przy zakupie
nowych rozwigzan IT, a dopiero potem rozwaza on-prem / chmure prywatna,

e zwarunkiem spetnienia przez dostawce wymogow bezpieczenstwa i zgodnosci z miedzynarodowymi
standardami.

Kluczowe elementy polityki ,,Cloud First”, ktére Strategia powinna uwzglednié:

1. Definicja,,Cloud First” — obowigzek uzasadnienia decyzji o niewykorzystaniu chmury (w szczegdélnosci
publicznej).

2. Multicloud i chmura hybrydowa - zachecanie administracji do stosowania strategii multi-cloud/hybrid
w celu ograniczenia vendor lock-in i podniesienia niezawodnosci.
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3. Przenosnosé danych - wymaganie oceny rozwigzan pod katem tatwosci migracji i eksportu danych.
4. Rezydencjai klasyfikacja danych — zamiast sztywnej lokalizacji danych Strategia powinna:
e odrzuca¢ wymagania lokalizacji sprzeczne z RODO i regulacjami UE,
e definiowa¢ klarowng klasyfikacje danych (jakie typy danych moga i powinny by¢ migrowane do
chmury publicznej).

5. Kryterium srodowiskowe — zréwnowazony rozwoj srodowiska jako obowigzkowe kryterium wyboru
dostawcéw chmury.

6. Prywatnos¢ i bezpieczenstwo - minimalny zestaw uznanych miedzynarodowych standardéw
i certyfikacji, ktére dostawcy muszg spetniac.

7. Model wspotodpowiedzialnosci — wyrazne podkreslenie modelu ,shared responsibility” miedzy
klientem a dostawca.

8. Elastyczne ramy umowne i zamdéwienia — mozliwos$¢ stosowania réznych modeli zakupowych (umowy
ramowe, marketplace, zakupy bezposrednie), zgodnie z potrzebami jednostek.

9. Walidacja i ocena kosztéw — narzedzia do mierzenia oszczednosci i efektéw biznesowych migracji do
chmury; wskazniki oparte nie tylko na cenie, ale na wartosci i innowacyjnosci.

10. Otwarte dane i AI/ML - wykorzystanie chmury jako nosnika dla otwartych zbioréw danych publicznych
do badan i trenowania modeli ML/AI.

11. Ambasadorzy chmury i podnoszenie kompetencji - wyznaczenie ,Cloud Ambassadors”
w administracji oraz programy szkolen dla kadr publicznych.

5.5. Ambasady danych

Strategia zaktada tworzenie ,ambasad danych” poza granicami kraju. Popieramy kierunek wzmacniania
odpornosci, ale wskazujemy, ze:

samo sktadowanie danych bez przeniesienia aplikacji i architektury systeméw moze byc¢
niewystarczajace,

model pojedynczej fizycznej ambasady danych tworzy single point of failure w poréwnaniu
z rozproszonymi architekturami chmurowymi (multi-region, multi-cloud),

wspotczesne chmury publiczne zapewniaja replikacje w czasie rzeczywistym, automatyczne failover,
zaawansowane funkcje bezpieczenstwa oraz opcje ,,chmury suwerenne;j”,
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e w sytuacji skrajnego kryzysu korzystniejsze moze by¢ oparcie sie na globalnej infrastrukturze chmury
publicznej (nawet kosztem czesci suwerennosci), niz utrzymywanie ,,pustych” centréw danych tylko na
wszelki wypadek.

Rekomendujemy, aby ambasady danych byty tylko jednym z elementéw systemu odpornosci, a Strategia
mochniej akcentowata rozproszone, chmurowe modele zapewnienia ciagtosci dziatania.

6. Al, HPC, startupy i technologie dual-use
6.1. Infrastruktura i dane dla AI/HPC, dual-use, multi-cloud
Postulujemy dopisanie w czesci ogdlnej Strategii, ze:

e obejmuje ona spdéjny program rozwoju infrastruktury i danych dla AI/HPC (fabryki Al, krajowy broker
danych),

e programten jest projektowany jako dual-use, zmyslg zaréwno o rozwoju rynku, jak i odpornosci panstwa
(w tym chmury niejawnej EU/NATO),

* wymogiem operacyjnym jest multi-cloud i interoperability-by-design.
6.2. Nowy cel 4.5.3 - pozafinansowe wsparcie startupéw i scale-upéw
Proponujemy doda¢ cel 4.5.3 ,,Pozafinansowe wsparcie startupow i scale-up’6w”:

e wprowadzenie tatwego dostepu (np. w formie ,bonéw”) do wsparcia merytorycznego i mocy
obliczeniowych dla firm wdrazajgcych Al (nie tylko LLM, lecz szeroko rozumiane modele Al),

e realizacja tego wsparcia przez fabryki Al oraz osrodki HPC,
e standaryzacja technologii i platform Al,
e preferencje dla firm rozwijajacych technologie dual-use,

e szeroka adaptacja koncepcji digital twins w biznesie, administracji (w tym zarzadzanie kryzysowe
i obronnosé), z naciskiem na interoperacyjnoscé.

6.3. Regionalny VC dla technologii dual-use
Postulujemy utworzenie regionalnego podmiotu VC (obok EBOR i IFC) wspierajgcego:
e geograficznie rozproszone w Europie Srodkowo-Wschodniej firmy wdrazajace technologie dual-use,

e projekty z zakresu Al, cyberbezpieczenstwa, 5G/6G, kwantowych zabezpieczen, infrastruktury
chmurowej i HPC.
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6.4. Niska adopcja chmury i Al - potrzeba przyspieszenia
Wedtug danych KE:

e wykorzystanie chmury przez przedsiebiorstwa w UE to ok. 39% (2023),

e adopcja Al w biznesie to ok. 13,5% (2024), przy celach Cyfrowej Dekady (75% do 2030 .).
Strategia powinna wprost powigzac cele:

e 100% cyfrowej dostepnosci kluczowych ustug publicznych z koniecznoscig przyspieszenia adopcji
chmury i Al zaréwno w sektorze publicznym, jak i prywatnym.

7. Rynek cyfrowy, popyt publiczny i MSP
W nawigzaniu do SWOT i czesci dot. gospodarki cyfrowej:

e brak skonstruowanych mechanizmow generowania popytu na komercyjne rozwigzania IT w sektorze
publicznym oraz

e skomplikowane zamoéwienia publiczne
powoduja, ze polskie MSP IT maja utrudniony dostep do projektéw rzadowych.
Strategia powinna:
e wyraznie wspiera¢ mechanizmy agregacji popytu (platformy typu G-Cloud/ZUCH 2.0),

e promowaé¢ modutowe zakupy ustug IT, umozliwiajgce start-upom i MSP udziat w mniejszych,
wyspecjalizowanych komponentach systemow,

e traktowac sektor publiczny jako aktywny generator popytu na innowacje (m.in. Al, chmura, 5G,
cyberbezpieczenstwo), a nie wytacznie biernego odbiorce.

Podsumowanie

Zwigzek Cyfrowa Polska:
1. Popiera gtéwny kierunek Strategii, ale postuluje jej doprecyzowanie w duchu:
e otwartej, nieprotekcjonistycznej suwerennosci cyfrowej,

¢ intensywnego wykorzystania chmury (Cloud First), Al i HPC,
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multi-cloud, interoperacyjnosci i standardéw miedzynarodowych.

2. Wskazuje na konkretne uzupetnienia:

w obszarze cyfrowej tozsamosci i podpisu kwalifikowanego,

cyberbezpieczenstwa i infrastruktury (KCPD, 5G, Passive Optical LAN, U-Space, sensing,
odpornos¢ kwantowa),

chmury (reforma ZUCH, wzorce G-Cloud, Cloud First, ambasady danych),
Al/HPC i wsparcia startupow (cel 4.5.3, dual-use, VC regionalny, digital twins),

gospodarki cyfrowej i rynku IT (dopisy w SWOT, rola MSP, mechanizmy popytowe).

3. Podkresla, ze strategiczna wspotpraca miedzy panstwem, biznesem (w tym globalnymi graczami),
nauka i sektorem obronnym jest niezbedna, aby Polska do 2035 r. osiggneta ambitne cele cyfrowe,
pozostata konkurencyjna i bezpieczna.

Porozmawiajmy

o technologii!

Z wyrazami szacunku,

Michat Kanownik

Lo 2

Prezes Zarzadu

Zwigzek Cyfrowa Polska
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